## 班级安全员反诈安全主题班会主持词

各位同学：

当前电信网络诈骗手段不断翻新、诈骗技术不断升级，诈骗案件屡见不鲜，作为在校大学生也深受其害，有的受害大学生还未走出校门，已背负巨额债务，给相关受害人及家庭带来了沉重的经济负担和心理伤害。以我校为例，电信网络诈骗案件占校园案发比重，从2014年占比27.3%上升到了2024年占比94.29%，同时，诈骗案件的涉案金额也居高不下，且“个案高额化”的现象愈发明显。2024年共接报诈骗类案件165起（本科生涉案145起，研究生涉案19起，留学生涉案1起），其中刑事立案54起，治安受案111起，涉案总金额793045元。

随着信息技术的发展，网络诈骗案件越来越精准，呈现“私人定制”的趋势，大学生已成诈骗案件的高频受害群体。据了解，诈骗分子中不少是年轻人，他们对大学生的生活习惯了如指掌，在实施诈骗前针对大学生也进行了深入的分析和研究，他们针对大学生的兼职、交友、购物、娱乐、培训、消费借贷等一系列社会活动进行了研究，并制定了各类诈骗套路。从我校近三年校园诈骗案件案发分析看，网络购物类、网络交友类、冒充熟人类、冒充客服类、网络招嫖类、买卖游戏账号、装备类和兼职刷单类等依然是我校学生受骗的主要类型。

同时，诈骗分子与时俱进，让新型的骗术手段不断翻新，他们会将一些诈骗手段融合起来，形成复合型诈骗，会让被诈骗的人在与他们接触的过程中，一步步踏入一个、另一个的陷阱中。

为了增强同学们的安全防范意识，提高识骗防骗能力，学校保卫处给我们提供了一些反诈安全教育视频，下面请大家认真观看安全教育视频，每个视频三到五分钟。

同学们，通过观看视频我们基本上了解了当前形势下高校大学生经常遭遇的通信网络诈骗案件类型。但还需要给大家强调保卫处的建议：

1.“五不信”：未经核实不相信；积分中奖不相信；高额回报不相信；退税返利不相信；免费领取不相信。

2.“五不露”：不透露身份证号码；不透露姓名地址；不透露银行卡号；不透露各种密码；不透露各类验证码。

3.“五不转”：不向陌生账户转账；不向所谓安全账户转账；不向有风险提示的账户转账；不向未经核实的网站/APP/二维码转账；不向要求先行缴纳保证金/手续费/税费等的（网贷）公司转账。

4.“五不做”：陌生电话不回拨；陌生微信、QQ不添加；陌生平台不投资；网络诈骗不参与；兼职刷单不能干。

5.“五不要”：不明来源软件不要装；不明二维码不要扫；陌生链接不要点；未知公共wifi不要连；手机/电脑屏幕显示不共享。

6.“五不接”：不接95开头且超过五位数的电话；不接400或170开头的虚拟电话；不接00或“+”开头（多数为境外诈骗电话）的电话；不接没有来电显示的电话；不接来电提示为诈骗、骚扰的电话。

希望同学们能相互监督相互关心，提升安全防范意识，共同防范电信网络诈骗。