南京邮电大学防范电信网络诈骗承诺书

**防范电信网络诈骗，我已知晓并做到（请在横线上抄写括号内文字）**：

**1.裸聊敲诈、做刷单任务免费约炮类：**骗子通过短信、电话、网络广告等形式发布黄色网站或招嫖信息，诱导受害人点击链接或者下载APP（含有木马病毒）观看视频，通过木马病毒盗取其手机内通讯录，利用裸聊视频、照片、个人头像PS合成不雅视频，以发送给亲友或曝光相要挟。诈骗分子在各大社交平台发布黄色网站信息或免费找小姐信息，称可以提供各种“服务”，诱导受害人下载APP。然后客服主动联系受害人称需注册账号购买套餐才可以使用软件，接着让受害人领取刷单、押注任务，并称"会有导师带领，包赚不亏还可以换取美女免费上门机会"。

**抄写：**（所有裸聊约炮都是诈骗）\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**2.刷单、刷信誉、做任务返利类：**骗子在网上发布虚假兼职广告，以“操作简单、日赚百元”为诱饵，诱导受害人添加“QQ客服”或者下载虚假APP，进行预先垫资类“网络刷单”；如今刷单已经演变为给抖音点赞、做简单手工赚快钱，免费领礼品等方式，把当事人拉到群里**，**群内的人都是“骗子的托”，在群里做任务奖励红包。前期返蝇头小利给受害人，然后继续诱导其刷单骗大钱。

**抄写：**（做简单任务返还小利为诱饵，预先垫资的都是诈骗，所有刷单都是诈骗）

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**3.非正常购物类：**诈骗分子先是在正规商店、平台发布信息，之后诱导脱离平台交易进行诈骗。通过建造一个完全虚假的购物APP或交易平台，用精心构造的看似正规的交易界面来获取消费者的信任；或者干脆制作一款与官方APP名称相近、图标页面相似的高仿APP。由于高仿APP与官方APP差别不大，真假难辨，使得后台程序盗刷用户银行卡、泄露个人信息等问题频发。

**抄写：**（购物到正规平台，所有平台之外的链接、交易都有被骗风险） \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**4.冒充熟人/领导进行诈骗类：**骗子通过盗取熟人（家长/同学/老师/领导等）信息（QQ/微信/微博号等）联系受害人，谎称亲属车祸、生病住院，微信转账受限，发送银行卡转账截图给受害人，请受害人帮忙中转费用，或自己因各种原因无法付费，请受害人代为付款。

**抄写：**（骗子编造各种借口，例如不方便接听电话，微信转账受限等，如遇熟人要求转账时，务必与“熟人”核实）

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**5.冒充金融、快递、网购平台客服类：**骗子通过非法渠道获取买家订单信息，冒充电商客服人员以“商品质量问题召回、退款”或以“取消VIP铂金会员业务，否则每月扣款”“快递物品丢失给予赔偿”为由诱导受害人进行转账从而行骗；或冒充淘宝、支付宝等银行、金融客服人员准确报出学生个人信息，以“注销清空贷款记录及账号”“账户冻结、解冻”“影响个人征信”“花呗开通提额”“注销京东白条”“利用借贷产品提高积分”等或以“缴纳手续费、保障金”等为由行骗。骗子伪造虚假网站，要求受害人填写银行账号、密码、验证码等信息。

**抄写：**（验证码就等于银行取款密码，为啥你要把你的银行卡密码交给别人？）

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**6.买卖游戏装备类：**受害人在正规平台交易买卖游戏账号或装备时，骗子隐藏在正规平台内冒充买家或卖家，以平台手续费太贵等为由，要求在平台之外交易。

**抄写：**（所有平台之外的买卖游戏装备都有被骗风险）\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**7.诱导虚假投资理财、“杀猪盘”类诈骗：**骗子通过网络交友，塑造虚假“白富美”“高富帅”形象，通过嘘寒问暖、虚假恋爱获取信任，抓住受害人心理，诱导其向虚假投资理财类网站或APP投资，甚至诱骗受害人网络贷款再投资。通过“取得信任、怂恿投资，小额回报、大量投入、无法提现、销声匿迹”“放长线，骗大钱”等方式实施诈骗。网上炒比特币等虚拟货币、虚拟数字藏品击鼓传花式买卖也是诈骗！

**抄写：**（所有没见过面的人邀请你投资的，都有被骗风险）

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**8.冒充公检法进行诈骗类：**骗子通过电话联系受害人，自称是公检法、社保局等政府机关，以受害人身份信息被盗用，涉嫌洗钱、贩毒、社保/医保卡账号诈骗等为由，甚至发送虚假“警官证”、“通缉令”，要求受害人将其资金转入指定“安全账户”配合调查或转账至指定账户验证清白进行诈骗。

**抄写：**（真正公检法不会电话、网络视频办案）\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**9.网络贷款、校园贷类诈骗：**骗子利用急用钱，月息低，无抵押/担保，或仅提供个人身份信息及照片等，轻松下款，利用先预交利息、手续费、保证金、保险费等名义诈骗。骗子会花言巧语提供APP贷款链接，诱骗受害人网络贷款，贷款是需要还的！**校园贷**已让不少学生陷入**高利贷**，无法正常学习和生活！

抄写：（提供APP贷款链接，以急用钱、月息低等福利要求对方进行网络贷款的都是诈骗）

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**10.其它诈骗类别：**点击带有**诱惑性/异常不明链接**的信息，下载APP投资、聊天软件被引诱转账进行行骗；**钓鱼红包**、木马病毒植入去盗取受害人淘宝/支付宝/银行卡等账号、密码等个人信息后进行行骗；利用奖助学金、女生九价疫苗等名义行骗；其它引诱型、恐吓型、传销型、**非常规校园上门推销型**、**代写代发论文/科研实践报告类诈骗**等。

**抄写：**（转账汇款前，一定要核实，坚持：要钱不给，给钱不要，方能免受诈骗之害）

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**理性消费，克制贪念。涉嫌被诈骗，及时向辅导员、学校保卫处求助！**

**抄写：**（校园110报警值班电话：仙林校区：025-88586110；三牌楼校区：025-83492110；锁金村校区：025-85483111，国家防诈专线96110）

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**灵魂拷问：**

**网恋的时候问问自己∶**肤白貌美的美女和帅气逼人的帅哥，为啥找不到对象，偏偏要在网上找你谈恋爱？

**刷单返利前问问自己：**动动手指就能致富的好事情，为啥那些比你聪明还辛苦工作的人不去做？

**遇到自称客服理赔时问问自己：**是对方主动退款理赔，为啥要你自己一大堆操作，到底谁主动？为啥理赔还要自己出钱？

**冒充公检法的出示通缉令时问问自己：**抓人还要提前通知，是生怕坏人跑路跑得不够快？

**投资理财前问问自己：**他和你非亲非故，为什么要带你挣钱？那么高的回报率如果是真的，为什么银行还没有倒闭？

**非正常网络购物前问问自己：**为什么不走有保证的正规平台购物？为什么要轻易相信网络上的陌生人？为什么点重新发送的、可能带有木马病毒的链接？

**陌生人问你要验证码的时候问问自己∶**验证码就等于银行取款密码，为啥你要把你的银行密码交给别人？

**抄写:(**把银行卡、手机卡出租、出借、出卖给他人涉嫌“帮助信息网络犯罪活动罪”)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

学院：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 学号：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 承诺人：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

年 月 日